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The AIB Visa Corporate & 
Business Card Suite
Classic
This card is ideal for SMEs or for larger companies looking for an easy payment 
tool to manage their day-to-day staff expenses.
•	 Minimum credit limit of €650
•	 Annual Fee: €19.05 per card.

Premier
This card offers the business traveller the added benefits of travel insurance, 
AA membership and the Visa Luxury Hotel Collection. 
•	 Minimum credit limit of €2,000
•	 Annual Fee: €100 per card.

Executive
Offers the travelling executive all the benefits of the Premier Card plus Priority Pass 
- access to over 600 exclusive airport lounges around the world. 
•	 Minimum credit limit of €4,000
•	 Annual Fee: €200 per card.

Purchasing
Suited to businesses looking for a day to day alternative to cash or cheques for 
low value, high volumes transactions.
•	 Minimum card limit of €500
•	 No Annual Fee.

At a glance Classic Premier Executive Purchasing 

Annual Fee per card €19.05 €100 €200 No annual fee

Minimum Card Limit €650 €2,000 €4,000 €500

Emergency Cash* Up to USD $5,000 Up to USD $5,000 Up to USD $5,000 Up to USD $5,000

Airport Lounge Access No No Yes No

Travel Insurance No Yes Yes No

AA HomeStart & Roadside Rescue No Yes Yes No

Visa Luxury Hotel Collection No Yes Yes No

Card Liability Waiver Insurance Yes Yes Yes Yes

Contactless payments Yes Yes Yes Yes

*subject to credit limit

Fees and Charges
Annual Bank Fees

There is an annual bank fee of €200 for each AIB Executive Visa Corporate Card issued.

There is an annual bank fee of €100 for each AIB Premier Visa Corporate Card issued.

There is an annual bank fee of €19.05 for each AIB Classic Visa Business Card issued.

Cash Advance
Cash advances attract the following charges: Cash Advance Fee 1.75% of transaction value 
(minimum €1.90). This fee will not apply if your account is in credit for the full amount of the 
transaction when it is debited to your account.

Currency Conversion Fee

FX Transactions

Visa Europe Region 1.75%

Visa Rest of World 2.75%

Note: No Currency Conversion Fees apply on Euro transactions.

Returned Payment Fee Should any payment either by cheque or direct debit be returned unpaid, a Returned Payment 
Fee of €7.00 will be debited to each individual card account.

Miscellaneous Charges
•	 Supplying Copy Sales Voucher on request: €5.00 per voucher
•	 Supplying Copy Statement on request: €4.00 per statement

Government Stamp Duty Government stamp duty of €30 is charged annually per credit card.
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AIB Corporate, Business and Purchasing Card  
Terms & Conditions of Use effective from 31 January 2021

The use of your Card is governed by these terms and conditions 
(“Conditions”). When you use your Card you are deemed to have 
accepted these Conditions.

DEFINITIONS
In these Conditions:
Account means the Card account kept by us in the name of the 
Principal Cardholder in which debits and credits in respect of 
Transactions are recorded to include Sub Account(s) if applicable.
Additional Cardholder means a person who has been authorised in 
accordance with Condition 21 to effect Transactions on the Account.
Agreement means the agreement between the Principal Cardholder 
and us for the opening of an Account and the issue of a Card and 
incorporates these Conditions, the Card application form, each Card 
Carrier, the Digital Wallet Agreement (as applicable), all fees and 
charges booklets and schedules and all other documents that are 
incorporated into these Conditions or otherwise become part of our 
agreement with you.
AIB Banking App means an AIB application which can be 
downloaded from a software application distributor(s) and which 
can be used for authentication purposes as required when making 
Transactions to access banking services and/or such other uses as 
we may designate from time to time. 
AIB Card means all AIB Corporate and Business Cards as well as all 
AIB Purchasing Cards or any other corporate or business card made 
available by AIB to you from time to time.
Available Credit means at any time the unutilised amount of the 
Credit Limit and resulting unutilised amount of the Credit Line.
Business Day means a day (other than a Saturday, Sunday or public 
holiday) on which we are generally open for business in Ireland 
and, where a payment to an account with another financial services 
provider is involved, on which the Payee’s financial services provider 
is also open for business.
Card means any AIB Card issued by us to the Principal Cardholder or 
any Additional Cardholder for the purpose of effecting Transactions 
on the Account pursuant to the terms of the Agreement, including 
any virtual or digital representations of such Cards registered in a 
Digital Wallet (a “Digital Card”) and this incorporates all elements of 
that Card, including without limitation, the Chip and Card number. 
Where the context or provision so requires, reference to “Card” or 
“Cards” within these Conditions shall be limited to a physical credit 
card.
Card Carrier means the separate confidential mailing slip or cover 
sent with a Card, containing instructions regarding its authentication 
and security.
Card Scheme means a scheme governing the issue and use of 
Cards, for example, Visa, as that Card Scheme or name may change 
or as we may replace that Card Scheme from time to time.
Card Type means the particular type of AIB Card issued to 
the Principal Cardholder or as the case may be, an Additional 
Cardholder.
Cash Machine means a machine which dispenses cash and/ or, in 
some cases, receives lodgments and/or performs other banking 
functions.
Chip means an integrated circuit embedded in a Card.
Conditions means these terms and conditions as amended, 
extended, supplemented or replaced from time to time and each 
one will be referred to as a “Condition”.
Contactless Transaction means a Transaction that is authorised 
by you touching the Card or Device against a terminal, generally 
without the need to insert your Card. Whether this is available or 
not depends on the amount of the Transaction. You may or may not 
have to use your PIN or Security Details. Not all terminals can process 
such Transactions.
Credit Limit means the maximum debit balance permitted by each 
Additional Cardholder in respect of the Card issued to them, as 
determined by the Principal Cardholder and notified to us by the 
Principal Cardholder from time to time.
Credit Line means the maximum debit balance permitted on the 
Account as determined and notified to the Principal Cardholder by 
us from time to time.
Device means a mobile phone, tablet or other device that a Digital 
Card has been registered to or that you use to access a Digital Wallet 
and/or an AIB Banking App.
Digital Card shall have the meaning set out within the definition of 
Card.
Digital Wallet means a digital wallet or any electronic payment 
system that your Card has been registered to, which allows you 
to use your Card or an electronic record of your Card to carry out 
Transactions.

Digital Wallet Agreement means any terms and conditions 
applicable to a Digital Wallet (as may be amended from time to 
time) which is either offered by us or by a third party provider in 
agreement with us. 
EEA means the current members of the European Economic Area as 
may be amended from time to time.
Funds Transfer means a transfer of funds either from or to your Card 
using a funds transfer service in accordance with the procedures 
and terms and conditions of that funds transfer service. When 
transferring funds from your Card, the Funds Transfer will be treated 
as a purchase for the purpose of fees and charges.
Individual Liability Cardholder means an Additional Cardholder 
to whom we have agreed to issue a Card in accordance with 
Conditions 24-37 on the basis that they will be personally liable for 
the outstanding balance. 
Merchant means any business or individual who accepts payment 
made with a Card.
Micro-Enterprise is as defined in the Payment Services Directive and 
essentially means an enterprise which at the time of the relevant 
contract, employs fewer than 10 people and whose annual turnover 
and/or annual balance sheet total does not exceed €2 million. This 
includes self-employed persons, family enterprises, companies, 
partnerships, associations or unincorporated bodies that are 
regularly engaged in an economic activity.
Outstanding Balance means, at any time, the debit balance 
outstanding on the Account at that time.
Payee means the receiver of the payment.
Payer means the maker of the payment.
Payment Services Directive or PSD2 means EU Directive 2015/2366 
relating to payment services as amended or replaced from time to 
time and transposed into Irish law.
PIN means the secret personal identification number that is used 
with a Card as allotted by us and/or subsequently chosen by you.
Principal Cardholder means a body corporate, a partnership, 
other unincorporated body, or an individual(s) in whose name(s) an 
Account is maintained.
Safeguard System means a system to aid the secure use of your 
Card online, for example, Visa Secure, as such system or name may 
change or be replaced from time to time.
Security Details means any security details arising out of any 
security procedure that we may require you to follow or use to make 
an instruction, confirm your identity or access a Device or certain 
functionality on that Device (for example a password, passcode, 
access code, security code, or biometric data (to include but not 
limited to voice or fingerprint)).
SMS Message means a text message sent using a short message 
service to or from telecommunication devices that use global system 
for mobile (GSM) communication.
Statement means a paper or electronic statement (eStatement) 
issued by us, in respect of the Account.
Third Party Agreements means any third party agreements, you are 
subject to, which relate to your use of your Card and/or Account as 
detailed in Condition 71.
Transaction means a transaction in which a Card is used to obtain 
goods, services or cash on credit (including through the use of a 
Digital Wallet) or to make or receive a Funds Transfer and (includes all 
debits and credits made to the Account pursuant to this Agreement). 
“you” and “your” refers to the Principal Cardholder and, unless 
the context otherwise requires, any Additional Cardholder. Any 
references to “we”; “us”; and “our” or “Bank” means Allied Irish 
Banks, p.l.c. and this includes our successors and assigns. We are 
regulated as a credit institution by the Central Bank of Ireland of 
PO Box 559, Dublin 1 and our principal business is the provision 
of financial services. Our head office and registered office is at 10 
Molesworth Street, Dublin 2. We are registered at the Companies 
Registration Office, Dublin under registration number 24173.
For the purposes of these conditions, “person” includes both 
natural and legal persons and “Principal Cardholder” includes their 
successors, assigns and personal representatives.
In these Conditions where the context so allows, reference to any 
gender includes all genders and the singular includes the plural and 
vice versa.

Your Card
1.	� Subject to these Conditions, our credit card service allows you 

to pay for goods and services purchased from Merchants, to 
make or receive a Funds Transfer, or to withdraw cash including 
cash from Cash Machines or by any other means where the 
appropriate Card Scheme logo is displayed. A Credit Limit is 
applied and interest is payable after any relevant interest free 
period.
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2.	� We have duties under laws concerning money laundering, 
financing of terrorism and taxation to ask you, or someone 
opening an Account and/or applying for a Card on your behalf, 
for certain information about you and/or the person opening 
the Account for you. Unless we already have it, you and/or the 
person opening the Account for you will need to provide us 
with information to identify each or any of you and proof of 
your permanent address. We may also need documentation to 
prove your relationship with the person opening the Account on 
your behalf. Your Account may not become active until we have 
received and approved these documents. 

3.	� There is a variety of means by which you can authorise 
Transactions, these include:

	 •	� authorisation by means of your Card used in conjunction 
with your PIN for point of sale Transactions or Transactions 
using a Cash Machine; 

	 •	� authorisation by means of your Card for Transactions by 
mail, phone, Device, online or by use of a Safeguard System 
(including the use of your Digital Card through a Digital 
Wallet); 

	 •	� authorisation by means of your Card and/or Device to effect 
a Contactless Transaction, where your Card and/or Device is 
enabled to effect Contactless Transactions; and

	 •	�� authorisation by means of your Card and signature.
4.	� Unless otherwise specified by us these Conditions apply to all 

Card Types. We may from time to time extend these Conditions 
to apply to other types of credit or charge card issued by us.

Looking after your Card, PIN and other Security Details
5.	� The Card, PIN and Security Details must be used in accordance 

with these Conditions and any other terms and conditions used 
in connection with your Card.

6.	 You must: 
	 •	� sign your Card as soon as you receive it using a ball point 

pen;
	 •	� exercise all reasonable care to keep your PIN and Security 

Details secret and your Card and any Devices secure at all 
times;

	 •	� only use your Card (a) within the Credit Limit, (b) within the 
period for which it is stated to be valid and (c) strictly in 
accordance with the Agreement;  

	 •	� ensure we have your up to date contact details. For example, 
we will need details such as your mobile phone number, 
home phone number (if applicable), address and e-mail 
address in order to confirm your identity for certain online 
Transactions, if needs be. Please tell us immediately if there is 
a change to any such details or a change of name, bankers, 
business, or your address to which Statements are sent so 
that we can issue your statements in accordance with the 
‘Monthly Statement and Payment Arrangements’ section of 
these Conditions; and

	 •	� before you replace or dispose of a Device, you must ensure 
you delete any Digital Wallet or any AIB Banking App 
from that Device. You should also immediately delete any 
information such as an e mail or SMS Message sent or 
received by you in connection with your Card or Account. 
You must not have any reference(s) to or details of your PIN 
or any Security Details on your Device.

7.	 You must not:
	 •	� let anybody else obtain, know or use your Card, your PIN or 

Security Details;
	 •	� disclose your Card number to anyone, except when carrying 

out a Transaction or to verify your identity to us or to register 
or activate a Card for use in connection with a Digital Wallet 
or otherwise, or to report it lost, misused, stolen or likely to be 
misused; 

	 •	� write or record in any other manner your PIN or Security 
Details; or

	 •	� give your Device to other people or allow others to use it as 
they may be able to access or use your Digital Card or AIB 
Banking App.

8.	� Each Card is and remains our property and may be cancelled, 
suspended, blocked, recalled or retained by us in accordance 
with the provisions of the Agreement.

9.	� By signing or using the Card you agree to comply with these 
Conditions and you acknowledge that you will use the Card 
solely for the purposes of your business, trade or profession and 
that you are not acting as a consumer within the meaning of the 
Consumer Credit Act, 1995 or the European Communities (Unfair 
Contract Terms in Consumer Contracts) Regulations 1995.

Credit Limit
10.	� We will set a Credit Line on the Account. We may, subject to 

applicable law or regulation, vary the Credit Line from time to 

time at our discretion or at your request. We will notify you of 
any such variation. You will be given not less than 10 days’ notice 
of any proposed decrease in the Credit Line on the Account, 
except where such decrease is requested by you.

11.	� When issuing a Card to an Additional Cardholder you will notify 
us of the Credit Limit to be set in respect of that Card. We will act 
on an instruction from you to increase or decrease a Credit Limit. 
An increase to a Credit Limit cannot bring the total Credit Limit 
outside of the overall Credit Line. 

12.	� If a Card is used for a Transaction which would bring the 
Outstanding Balance in excess of the Credit Limit, we reserve 
the right to authorise or decline such Transactions. If we 
authorise a Transaction in excess of the Credit Limit currently 
applying to that Card, this will not affect the Credit Limit and 
subsequent Transactions bringing the Outstanding Balance in 
excess of the Credit Limit or where the Credit Limit has been 
exceeded, may be declined.

13.	� When you make a Transaction using your Card, the balance on 
the Account will usually be increased immediately by the amount 
of the Transaction. Sometimes, a Merchant, (for example, 
a self-service petrol station or hotel) may obtain a specific 
pre-authorisation for an amount agreed with you. This pre-
authorised amount may not immediately increase the balance 
but may reduce your Available Credit. The pre-authorised 
amount may only be charged to your Account by the Merchant 
in certain circumstances (for example, where you have obtained 
goods or services to the value of the pre-authorised amount) if 
agreed by you with that Merchant. Once the Merchant instructs 
us to, we will remove the pre-authorised amount from your Card 
as soon as possible. 

	� We recommend that you review your Account details online on 
a regular basis. Please contact us as set out in the ‘Contacting us’ 
section if you have any queries.

Restrictions
14.	 A Card must not be used:
	 •	 if the Agreement is ended;
	 •	� after a Card has expired or been reported lost, misused or 

stolen or has been cancelled, blocked or suspended or if your 
Card, your Security Details or PIN have been compromised in 
any way;

	 •	� in respect of a Digital Card, after that Digital Card and/or your 
Account relating to that Digital Card has expired or has been 
cancelled, blocked or suspended or any applicable Device 
has been compromised, lost, misused or stolen;

	 •	� at any Cash Machine abroad in violation of local regulations 
in that jurisdiction; or

	 •	� for any illegal purchase or purpose whatsoever.
	� We reserve the right to decline to authorise any Transaction in 

accordance with Condition 47 of the Agreement.

Cash Withdrawals (also see Transactions)
15.	� Your Card may be used for cash withdrawals, advances made 

by Card and cash related Transactions, such as the purchase 
of cash. A cash advance fee may also apply and where the 
Transaction is not done at a Cash Machine you may also be 
asked for proof of identity.

16.	� Cash withdrawals are subject to both Transaction and daily 
limits. The Transaction limit can vary between financial 
institutions and from time to time. The daily cash limit will be 
determined by us and may vary from time to time. Details of the 
daily cash limit are available by contacting us in accordance with 
the ‘Contacting us’ section.

17.	� We are not obliged to provide Cash Machine facilities at any 
particular time and may withdraw or terminate such facilities 
without notice. We are not liable for any loss or damage 
sustained or incurred resulting from (i) failure to provide any 
Cash Machine facilities, or (ii) failure or malfunction of a Cash 
Machine.

18.	� We may, at our discretion or on the written request of the 
Principal Cardholder, disable the cash withdrawal facility for a 
Card. Certain Merchants and Cash Machines may still allow you 
to withdraw cash when the cash withdrawal facility has been 
disabled. This is beyond our control. Any such withdrawals will 
be treated in all respects as though they were Transactions.

19.	� A Card may be used outside Ireland subject to any limits or 
regulations that may be imposed by the appropriate regulatory 
authorities in the relevant jurisdiction(s). These limits and 
regulations may change from time to time.

20.	� Our standard fees apply if you use your Card abroad to transact 
in euro. However, we have no control over third parties that 
might apply a charge to you for processing the Transaction or 
who convert the local currency into euro and charge for doing 
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this. We also have no control over the rates they may apply. 
This may result in an amount debited from the Account that is 
different to the amount you withdrew. We do charge for non-
euro Transactions as detailed in the fees and charges booklets 
available on our website or in branches or by contacting us in 
accordance with the ‘Contacting us’ section. 

Additional Cardholders
21.	� At the request of the Principal Cardholder we may permit 

the issue of additional Cards on the Account, together with a 
separate PIN, for use by any person nominated by the Principal 
Cardholder as an Additional Cardholder on the Account. It 
is solely at the Bank’s discretion as to whether an Additional 
Cardholder may be added to the Account. The Principal 
Cardholder must ensure that Additional Cardholders comply 
with these Conditions. It is the responsibility of the Principal 
Cardholder to furnish the Additional Cardholder with a copy 
of these Conditions (and any amendments, extensions or 
supplemental conditions that we may notify the Principal 
Cardholder of from time to time) and the Additional Cardholder 
will be bound to observe these Conditions to the extent that 
they apply or are relevant. The Principal Cardholder is and 
remains at all times, primarily responsible for all Transactions for 
which the additional Card is used, including those charged to 
the Account after the additional Card has been returned to us 
and irrespective of whether the Transactions are related to the 
business of the Principal Cardholder or not. We will cancel any 
additional Card at any time if the Principal Cardholder requests 
this by contacting us in accordance with the ‘Contacting us’ 
section, in which case the additional (physical) Card, must be 
cut in two (through the signature box, magnetic strip and Chip) 
for security reasons, and returned to us. All applicable Digital 
Cards related to the Card must be deleted or deregistered from 
any applicable Device. Our contact details are set out in the 
‘Contacting us’ section. 

22.	� By entering into this Agreement, the Principal Cardholder gives 
us the authority to pass on information about the Account or 
Transactions, in so far as they relate to the Additional Cardholder, 
to that Additional Cardholder by electronic or other means. 
By accepting an additional Card an Additional Cardholder 
authorises us to pass on information about Transactions effected 
by use of the additional Card (including any Digital Cards related 
to the Card) to the Principal Cardholder by electronic or other 
means. However, no amendments to the Account details or 
variation of the Credit Limit will be accepted from an Additional 
Cardholder.

23.	� The Principal Cardholder is liable for the payment of all 
Transactions carried out by an Additional Cardholder as if the 
Transactions had been personally carried out by the Principal 
Cardholder and regardless of the ability of that person, or 
whether they are a minor or not. 

Additional Cardholders with Personal Liability
24.	� By agreement between us and the Principal Cardholder an 

Additional Cardholder may be personally liable in respect of the 
use of his/her Card (an “Individual Liability Cardholder”).

25.	� Conditions 24 to 37 only apply where we have agreed to issue 
Cards to Individual Liability Cardholders.

26.	� A sub account to the Account will be maintained in the name 
of each Individual Liability Cardholder to which all Transactions 
(including fees and charges payable under Conditions 68 and 69 
and refunds under Condition 70) will be debited or credited (the 
“Sub Account”).

27.	� We will issue a Statement monthly to each Individual Liability 
Cardholder, on a date which we may decide, containing (a) 
details of all Transactions debited and credited to the Sub 
Account held in the name of such Individual Liability Cardholder 
since the previous Statement (or, in the case of the first 
Statement, since the opening of such Sub Account), and (b) the 
outstanding balance on the Sub Account (if any) at the statement 
date for the Sub Account and (c) the payment due date for the 
Sub Account.

28.	� We will issue a monthly summary Statement to the Principal 
Cardholder detailing the outstanding balances on all Sub 
Accounts.

29.	� Cards issued to Individual Liability Cardholders will not be used 
for any personal, family, household, or other purposes not 
related to the Principal Cardholder.

30.	� The full amount of the outstanding balance shown to be due on 
the monthly Statement issued in accordance with Condition 27 
will be payable by the Individual Liability Cardholder, regardless 
of whether that Individual Liability Cardholder has been 
reimbursed by the Principal Cardholder.

31.	� Each Individual Liability Cardholder must maintain a direct debit 
mandate in our favour in respect of his/her Sub Account.

32.	� We will effect payment of the full amount outstanding on a 
Sub Account by initiating a direct debit to the bank account of 
the Individual Liability Cardholder in whose name such Sub 
Account is kept on or immediately after the date specified in the 
Statement (or such other date as may be agreed by us with the 
Principal Cardholder).

33.	� If the Individual Liability Cardholder does not pay any amount 
outstanding on a Sub Account when due we will notify the 
Principal Cardholder in writing of such default and the Principal 
Cardholder shall pay the outstanding amount within 21 days of 
such notification. The Principal Cardholder is liable in such an 
event for all Transactions on the Sub Account and not simply 
those relating to the Principal Cardholder.

34.	� For the avoidance of doubt the Principal Cardholder shall 
be liable for and shall pay all Transactions on a Sub Account 
following the termination of an Individual Liability Cardholder’s 
Card whether such charges occurred before or after termination 
including any late fees or other amounts due under the 
Agreement (regardless of whether these are related to the 
Principal Cardholder or not).

35.	� The relationship between us and an Individual Liability 
Cardholder will be that of debtor and creditor.

36.	� Each Individual Liability Cardholder shall be jointly and severally 
liable with the Principal Cardholder for all amounts debited 
to the Sub Account in his/her name, irrespective of whether 
the Transactions are effected in breach of these Conditions 
or whether they are related to the business of the Principal 
Cardholder or not.

37.	� The Principal Cardholder will ensure that each Individual Liability 
Cardholder, at the same time as he or she is given an application 
form to apply to become an Individual Liability Cardholder, is 
provided with a copy of these Conditions. 

Joint Liability
38.	� In circumstances where the “Principal Cardholder” consists 

of two or more persons the term will include those two or 
more persons and each and/or any of them. All of the Principal 
Cardholders obligations under the Agreement will be deemed 
to be joint and several on each person.

39.	� If the Principal Cardholder is a partnership, the liabilities of each 
person included in the term “Principal Cardholder” will not be 
affected by a change in the membership of the partnership. 
Change in the membership can occur because of death, 
bankruptcy, retirement, disability or otherwise of any partner or 
the admission of a new partner(s). Furthermore, where a new 
partner is admitted to the partnership that person will be jointly 
and severally liable (with all other persons included in the term 
“Principal Cardholder”) for all obligations under the Agreement.

Loss or misuse
40.	� You must exercise all reasonable care and take all necessary 

steps to ensure the safety of the Card, PIN, Security Details 
and any Devices. If you think someone else knows your PIN or 
Security Details or if your Card or any Device is lost, misused, 
stolen, used, or likely to be used for a fraudulent or improper 
purpose or you think the safety or use of your Card and/or 
Device is or may be in any way compromised, you must contact 
us immediately. Our contact details are set out in the `Contacting 
us’ section. We may request that you confirm the same in writing 
to us, but without affecting the validity of any action taken by us 
in response to your request.

41.	� For the avoidance of doubt, notification of loss or theft of a Card 
or the compromise of its details or your PIN or Security Details 
will be accepted by us from third party card protection service 
providers and/or the Card Schemes  that notify us of the loss or 
theft.

42.	� By reporting a Card and/or Device as lost, misused or stolen or 
as being used, or likely to be used, for a fraudulent or improper 
purpose, or where the safety of the Card and/or Device has 
or may have been compromised, you will be deemed to have 
thereby authorised us to cancel that Card (including any Digital 
Cards registered or accessed on a reported Device). The Card 
and/or Digital Card (if relevant) must not be used again. If found, 
your physical Card must be cut in two (through the signature 
box, magnetic strip and Chip) for security reasons and returned 
to us immediately at the address in the ‘Contacting us’ section of 
these Conditions.

43.	� Until you make a report in accordance with condition 40, 
you may be liable for any losses in respect of unauthorised 
Transactions resulting from the loss, theft or misuse of the 
Card including any other related direct and indirect losses 
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incurred or sustained. If you are a Micro-Enterprise, this liability 
is limited to €50. However, we will refund the full amount of the 
unauthorised Transaction where:

	 (a)	� the loss, theft or misuse was not detectable to you prior to a 
Transaction being made, except where we have reasonable 
grounds for suspecting you have acted fraudulently and we 
notify the relevant national authority of this; and/or

	 (b)	� the unauthorised Transaction was caused by the acts or 
lack of action on our part (including any employee, agent or 
branch of ours to which we have outsourced activities). 

44.	� You will be liable for any losses incurred in respect of 
unauthorised Transactions where it is established that you 
fraudulently, intentionally, or with gross negligence:

	 •	� failed to tell us without undue delay about any loss, theft or 
misappropriation of the Card or the compromise of its details 
or your PIN or Security Details in accordance with Condition 
40; 

	 •	� failed to adhere to the security requirements applicable to a 
Digital Card and/or Device as set out in this Agreement, the 
relevant Digital Wallet Agreement, Third Party Agreement 
and/or any other agreement relevant to your Card;

	 •	� failed to adhere to the safekeeping and/or disclosure 
requirements of the Card, PIN or any Security Details; 

	 •	� failed to comply with Condition 7; or
	 •	� used any Card (including any Digital Card) or allowed another 

person use a Card with your consent outside the terms of this 
Agreement.

45.	  �In the event of notification by you in accordance with Condition 
40 above, you will co-operate with us and the police or other 
relevant authority in any investigation and give us and the police 
or other relevant authority all information relating to such loss, 
theft or disclosure and all reasonable assistance to lead to the 
recovery of the Card or otherwise. You authorise us to inform 
any appropriate third party of the loss, theft or possible misuse 
of the Card and to give them such other information as may be 
required. 

46.	� If as a result of investigation, we establish that the Transaction 
claimed as unauthorised is in fact an authorised Transaction, 
we may charge your Account with any amount refunded and 
re-charge any fees and/or charge that you owe us. As part of 
any such investigation, if you are not a Micro-Enterprise, you 
will be responsible for demonstrating that the Transaction was 
unauthorised. 

47.	� If we suspect that a Card is being used improperly or 
fraudulently or in breach of the Agreement or its security has 
been compromised, we may, without the Bank having any 
liability to you for so doing, take whatever action we feel is 
appropriate including investigating, intercepting, refusing or 
delaying payments to or from your Account and/or declining 
to authorise Transactions on the Account for any valid reason 
(for example, where we may suspect fraud, money laundering, 
terrorism, if we believe we have been provided with incorrect 
information or we have concerns about the security of your 
Account). We may contact you to satisfy ourselves in relation to 
the nature of the Transaction or payment on the Account. We 
will try to contact you in accordance with the `Contacting you’ 
section or by SMS Message before we take a decision to decline 
authorisation of a Transaction or take any of the actions set out 
in this Condition. If we contact you by SMS Message you may 
be asked to confirm a Transaction or a payment by sending us 
an SMS Message in reply. It may not always be possible for us 
to contact you before we cancel, block or suspend your Card or 
decline a Transaction or take any other necessary steps but we 
will do our best to do so. This is done for your protection and 
we are not responsible for any loss or damage that might be 
caused as a result. You hereby agree and authorise us to take 
such actions as we deem necessary, including suspending the 
Card. You agree that any contact by us is for the purposes of 
combating wrongdoing.

The Account
48.	� The amount of all Transactions will be debited to the Account 

and this will reduce the Available Credit by the relevant amounts. 
The timing of this debit may vary and may depend on when we 
receive the Transaction details, for example when we receive 
such details from the Merchant or the Merchant’s bank or, in 
the case of a cash withdrawal, when we receive details of the 
withdrawal.

Transactions (also see Cash Withdrawals)
49.	� Use of your Card is subject to Transaction and daily limits as set 

by us, which may vary from time to time. You can contact us to 
agree spending limits for using your Card online, subject to our 
Transaction and daily limits. Our contact details are set out in the 
‘Contacting us’ section of these Conditions. 

50.	� The Principal Cardholder will be liable to pay all sums that 
are charged to the Account in respect of or resulting from all 
Transactions including where such Transactions are made 
by phone, Device, mail order, online, PIN, Security Details, 
signature, by use of a Safeguard System, by way of a Contactless 
Transaction or by using a Digital Wallet, even where such 
Transactions are effected or made in breach of these Conditions. 
When a Transaction is authorised by your use of your PIN, any 
Security Details, Safeguard System or other authentication 
process, this will be regarded as evidence that the Transaction 
was authorised by you. You should therefore check the amount 
of every Transaction and that all other details/information 
relating to the Transaction are correct before you authorise it. 
When requested, if you are unable to provide your PIN, Security 
Details or complete any authentication process, we may decline 
to authorise the Transaction. 

51.	� Once authorised a Transaction cannot be subsequently 
revoked (whether or not a voucher is signed or PIN verified) 
as we guarantee payment. Where you have authorised a 
Merchant to set up a continuous payment instruction for a 
recurring Transaction (for example a subscription) on your 
Account and you wish to cancel it, you can do so by contacting 
us up to the last Business Day before the payment is due to 
leave your Account. You should also give written cancellation 
notice to the Merchant and keep a copy of the letter. Your Card 
is automatically enrolled in a card updater service with the 
relevant Card Scheme (for example, Visa). This service allows 
a participating Merchant to access Card details through the 
Card Scheme so they can continue to process a Transaction, 
recurring or otherwise. As not all Merchants participate in this 
service, you should still notify each Merchant when your Card 
details or the status of your Account changes. If you don’t, your 
Account may or may not still be charged. You are responsible for 
making sure the Merchant has your new Card details to process 
a Transaction. If you would like to opt out of the card updater 
service, please contact us in accordance with the ‘Contacting us’ 
section of these Conditions.

52.	� When a Transaction is authorised by use of a Card and PIN, we 
will deem it that the Transaction was authorised by the Principal 
Cardholder or, as the case may be, by the Additional Cardholder. 
You should always check the amount of the Transaction before 
entering your PIN.

53.	� You can use a Card and/or a Device to make a Contactless 
Transaction without using the Chip and PIN and/or Security 
Details. Information about Contactless Transactions (for example 
monetary limits) are available at www.aib.ie or by contacting 
us as set out in the `Contacting us’ section of these Conditions. 
When you use your Card and/or a Device for a Contactless 
Transaction, where possible, we will take it that the Transaction 
was authorised by you. 

54.	� When you want to make a Transaction online, we may need 
to confirm it is you before the Transaction can be authorised. 
We’ll do this by using a Safeguard System and may also use 
an authentication service. Your Card is automatically enrolled 
for a Safeguard System, however the Principal Cardholder or 
Additional Cardholder may need to register for an authentication 
service. This authentication service will require you to enter 
your Security Details to identify you, for example, using an AIB 
Banking App or any other way made available by us.  If we ask 
you to identify yourself and you can’t or you don’t follow the 
instructions for the Safeguard System or the authentication 
service, we will take it that your Transaction is not authorised and 
it will not go ahead. For this reason, it is important to ensure that 
the personal information we hold about the Principal Cardholder 
and any Additional Cardholder is up-to-date (for example, your 
mobile phone number and email address). To find out more 
about this please go to www.aib.ie/webshopping

55.	� When a Funds Transfer, where applicable, is authorised by use of 
a passcode or any other authorisation procedure required as part 
of that service, the successful use of the passcode or procedure 
will be taken that the Transaction was authorised by you.

56.	� Non-euro Transactions will be converted to euro using the Card 
Scheme exchange rate. We have no control over when the 
Transaction is processed by the Card Scheme and when the 
exchange rate is applied. For most non-euro Transactions, the 
Card Scheme generally applies their exchange rate within a few 
days. 

	� More information on how and when these exchange rates apply 
is available on our website www.aib.ie 

	� For Transactions within the EEA, we provide a comparison by 
way of percentage mark-up between (i) our rate, which is made 
up of the Card Scheme exchange rate for that day in addition to 
our currency conversion fee, and (ii) the European Central Bank 
foreign exchange rate. This is available on our website www.aib.ie.    
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	� Once you have completed a non-euro Transaction in the 
EEA, this information will be available to view using our online 
banking services or on your Statement.  You agree that we will 
not send this information to you directly, for example, by SMS 
message or push notification. 

	� In addition to the fees and charges referred to in the ‘Fees 
and Charges’ section of these Conditions, you may also be 
charged a transaction fee by the local bank which processes the 
Transaction. For further information you can contact us using the 
details set out in the `Contacting us’ section of these Conditions 
or visit our website www.aib.ie

Monthly Statement and Payment Arrangements
57.	� We will normally issue a Statement monthly to the Principal 

Cardholder, on a date determined by us, containing (a) details of 
all Transactions debited and credited to the Account since the 
previous Statement (or, in the case of the first Statement, since 
the opening of the Account), and (b) the Outstanding Balance (if 
any) at the date of the Statement and (c) the date the payment 
is due. We also issue a monthly summary Statement to the 
Principal Cardholder detailing the outstanding balances of all 
Cards on the Account.

58.	� The full Outstanding Balance due on each Statement will be 
payable by the Principal Cardholder to us by the payment due 
date. If a Statement is not received for any month, for example, 
you changed address and have not notified us or if it cannot be 
produced or issued for any reason, your responsibilities under 
the Agreement will continue and you will be required to pay the 
outstanding balance by the payment due date.

59.	� Payments to your Account may be made by electronic payment 
only (by direct debit or otherwise). We will apply such payments 
to your Account on the Business Day we receive it. The principal 
purpose of the Account is to provide you with access to credit. 
Although it is possible to operate the Account with a credit 
balance, at all times, we reserve the right to reject or return any 
Transactions which create or increase credit balances. For as 
long as there is a credit balance on your Account, this balance 
is repayable to you at your request, to the extent permissible by 
law.

60.	� Funds Transfers are generally treated as payments made to the 
Account and therefore, will be reflected in the current amount 
due for settlement as required under Condition 58, unless the 
Merchant has initiated this as a refund. In such cases, this may 
also affect the amount due for settlement as referred to in 
Condition 61.

61.	� We will effect payment of the full Outstanding Balance by 
initiating a direct debit to the Principal Cardholder’s bank 
account on or immediately after the payment due date specified 
on the Statement (or such other date as may be agreed by us 
with the Principal Cardholder). If for any reason full payment is 
not received by us we may decline to authorise Transactions. In 
respect of the direct debit: 

	 (a)	� should a payment be received by us from you more than 
4 Business Days prior to the payment due date, or in 
circumstances where the Principal Cardholder has either 
set up a new direct debit or amended their direct debit 
bank account details and a payment is received more than 
7 Business Days prior to the payment due date, the amount 
calculated for payment by direct debit will be reduced by this 
amount; 

	 (b)	� payments received within 4 Business Days of the payment 
due date, or in circumstances where the Principal Cardholder 
has either set up a new direct debit or amended their direct 
debit bank account details, and those payments are received 
within 7 Business Days of the payment due date, will not 
reduce the amount collected by direct debit; and 

	 (c)	� the Principal Cardholder must ensure that funds are available 
to meet all payments due on the Account.

62.	� Failure by the Principal Cardholder to maintain a direct 
debit mandate in favour of us will constitute a breach of the 
Agreement.

63.	� We reserve the right to debit the Account by the amount of 
any unpaid item or any other amount which we are obliged 
to refund to a third party for any justifiable reason. Where an 
incorrect amount is paid to or from your Card, we may make 
any adjustment necessary on your Account. We do not have 
to contact you to tell you beforehand. If there are insufficient 
funds in your Account, then you will still be responsible for 
the payment of this amount, to include any costs or expenses 
we incur. Where a payment to your Account is recalled by 
the paying financial services provider or is returned by us (for 
example, due to mistake, fraud or the operation of any clearing 

rules), we may reverse that payment without having to contact 
you about it. Where any adjustment has been made to your 
Account through no fault of ours, you may have to pay us any 
fees, charges or interest associated with doing this and we may 
take any amount you owe us from your Account.

Queries and Disputes
64.	� You should carefully examine all Statements and any other 

Account information received by you or accessed by you online 
and immediately report any disputed Transactions, errors or 
omissions to us. We recommend that you review your Account 
details online on a regular basis. In the event you have a query 
concerning a Transaction on your Account please contact us 
immediately. Our contact details are set out in the ‘Contacting us’ 
section of these Conditions.

65.	� You must notify us without undue delay on becoming aware of 
any unauthorised Transaction on your Account. If you are not 
a Micro-Enterprise, you will be responsible for demonstrating 
to us that the Transaction was unauthorised. Where you are 
not liable under Condition 44, and you notify us without undue 
delay we will refund to you the amount of any payment debited 
to your Account which was not authorised by you and, where 
necessary, restore your Account to the state it would have been 
in had the Transaction not taken place. We will not have any 
further liability to you in this respect. We will consider that there 
has been undue delay in this regard if you fail to notify us within 
60 days of the date of the Transaction being debited to your 
Account. In any event, a failure to notify us within 13 months of 
the date of the Transaction being debited to your Account will 
always amount to undue delay. 

66.	� Where the Payee’s bank is located outside the EEA and you wish 
to dispute a Transaction you must notify us immediately or at 
least within 60 days of the Transaction being debited to your 
Account.

67.	� If you are a Micro-Enterprise and the Payee’s bank is located in 
the EEA and:

	 (a)	� you contact us within 8 weeks, we will refund you within 10 
Business Days of your request, where you can prove to us 
that both the following circumstances applied:

		  (i)	� your authorisation did not specify the exact amount of the 
payment when the authorisation was made; and

		  (ii)	�the amount of the payment exceeded the amount that 
you could reasonably have expected taking into account 
your previous spending pattern. 

	� If you make a claim for such a refund you must provide to us 
all relevant information requested by us. For the purpose of 
calculating the 10 Business Day period referred to within this 
Condition, your request will only be deemed to have been 
made when you provide all such information. If we dispute 
your right to a refund we will advise you of our reasons. If you 
are not satisfied with our reasons you may make a complaint 
in accordance with the complaints procedures detailed in the 
‘Complaints’ section of these Conditions.

	 For the avoidance of doubt, you have no right of refund:
		  (i)	� where you have given your consent to execute the 

Transaction directly to the payment service provider; and/
or

		  (ii)	�where applicable, information on the future payment 
Transaction was provided or made available to you at 
least 4 weeks before the due date by the payment service 
provider or the Payee. 

	 (b)	� a payment was not executed by us, or was incorrectly 
executed by us, or was executed late by us, we will refund 
you and where applicable restore your Account to the 
position it would have been in had the non-executed or 
incorrectly executed or late executed payment not taken 
place providing:

		  (i)	� there is no undue delay on your part in notifying us of 
an incorrectly executed, non-executed or late executed 
payment; or

		  (ii)	�none of the events detailed in Condition 98 (i)(i) prevented 
us from making the payment. 

	� Regardless of the issue of liability, where you notify us of a 
non-executed or incorrectly executed payment we will make 
immediate efforts to trace the defective payment. If as a result 
of our investigation we establish that the payment was correctly 
executed, we reserve the right to charge your Account with our 
relevant charges. 

Fees and Charges
68.	� All fees and charges in connection with the Account will be the 

Principal Cardholder’s liability and will be debited to the Account 
in accordance with the following arrangements:

	 •	� all fees and charges applicable and payable on the Account 
are outlined in our schedule of fees and charges relevant to 
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your Card Type for the time being in force as detailed in the 
fees and charges booklets available on our website www.
aib.ie or in branches or by contacting us as set out in the 
‘Contacting us’ section of these Conditions; and

	 •	� all stamp duties and government levies payable in respect 
of the Card are your liability and will be collected by us by 
debit of the Account. Should you close your Account before 
the date of collection all these amounts owing by you will 
be debited at closure and payable by you. In addition, you 
may also be subject to fees and charges relating to the use 
of a Digital Wallet or other services connected to the use of 
your Card under the Third Party Agreements. You are solely 
responsible for the payment of these fees and charges.

	� Where a Card is used to obtain a cash advance, a cash advance 
fee will apply as notified to you from time to time in our schedule 
of fees and charges relevant to your Card Type for the time 
being in force. In all cases, the cash advance fee will be debited 
to the Account on the date of the cash advance and will appear 
in your next Statement.

69.	� Separate charges may be incurred and debited to the Account 
and will be advised to you from time to time. These can be in 
respect of late payments, returned payments or operating in 
excess of your Credit Limit. These charges will be advised to you 
in writing on the opening of the Account and will be published 
in our schedule of fees and charges relevant to your Card Type 
for the time being in force. We will ensure that the charges 
conform to any scale or amounts that may be set under any law, 
regulation or other order.

Refunds
70.	� If a Merchant initiates a refund we will only credit the Account 

with the amount due upon receipt of the refund amount from 
the Merchant and, unless so credited the Account will be 
payable in full. Refunds are not treated as payments made to 
the Account and therefore will not be reflected in the current 
amount due for settlement as required under Condition 58. The 
amount due must be settled in the normal manner and any 
refund received will be recognised and taken into account in the 
following Statement.

Third Party Agreements
71.	� Third parties providing applications or services in connection 

with the use of your Card(s), Digital Cards and/or the Digital 
Wallet (for example, a mobile phone provider or app provider) 
may have their own agreements (including relating to fees) 
which you are subject to in relation to your use of your Card(s), 
a Digital Card(s) and/or a Digital Wallet (the “Third Party 
Agreements”). It is your responsibility to read and understand 
such Third Party Agreements before you sign up to the relevant 
application or service and you agree to comply with all such 
terms and conditions. We shall have no responsibility or 
liability in respect of any Third Party Agreements nor any other 
applications or services which are provided by third parties in 
connection with the  use of your Card(s), Digital Card(s) and/or 
the Digital Wallet, including any fees or charges which may be 
levied to you by third parties in connection with your use of their 
applications or services.

Ending the Agreement
72.	� The Agreement shall continue until ended by either the Principal 

Cardholder or us. The Principal Cardholder may at any time 
end the Agreement by giving notice in writing to us and paying 
to us the amount of any Outstanding Balance as well as all 
outstanding Transactions, fees, charges, all stamp duties and 
government levies, if not included in the Outstanding Balance at 
the time the Agreement is ended. 

73.	� We can cancel any Card or end this Agreement on providing 
you with two months’ written notice (or a shorter notice period if 
permitted by law).

74.	� Without any liability to you, we are also entitled to immediately 
temporarily or permanently block, suspend and/or cancel any 
Card and/or refuse to issue renew or replace any Card and/or 
end this Agreement, if:   

	 (a)	� you are in breach of this Agreement or any other agreement 
with us; 

	 (b)	� you fail to pay the outstanding balance on the Account when 
payment falls due or fail to pay any other monies or liabilities 
whatsoever or howsoever due or incurred by you to us;

	 (c)	 you become insolvent;
	 (d)	� you are adjudicated bankrupt under Irish law or we have 

received notice of a foreign bankruptcy court order having 
been made against you in another jurisdiction or if you enter 
into a voluntary arrangement with your creditors or you are 

subject to a debt resolution mechanism (or similar) under 
the Personal Insolvency Act 2012 (as amended, repealed or 
supplemented from time to time) or similar legislation or you 
are the subject of any other insolvency event/arrangement;

	 (e)	� judgment has been obtained against you and remains 
unpaid for a period of fourteen days from the date of such 
judgment;

	 (f)	 you cease trading;
	 (g)	� you are no longer, in our opinion, able to manage your 

financial affairs or are unlikely to be able to pay your debts as 
they fall due;

	 (h)	� a receiver has been appointed over any part of your  
property or undertaking or if a petition is presented for 
winding up or for the appointment of an examiner or if 
a meeting is convened for the purpose of considering a 
resolution or a resolution is passed for the winding-up of the 
company;

	 (i)	 any form of attachment order is made against you; 
	 (j)	� you use (or allow someone to use) any Card or Account for 

any unlawful or other inappropriate purpose or if we suspect 
this to be the case;

	 (k)	� a Card has become inactive, noting we would normally 
consider a Card inactive if it has not been used for 12 months;

	 (l)	� you make any arrangement or composition with your 
creditors;

	 (m)	�you have failed security checks in a manner that we deem 
unacceptable;

	 (n)	� you commit or attempt to commit fraud against us or some 
other person or entity or there is a reasonable suspicion of 
unauthorised or fraudulent activity on a Card or the Account;

	 (o)	� you die (where applicable);
	 (p)	� any representation, warranty or statement made by you  to 

us in connection with this Agreement, is breached or  is or 
becomes, in our opinion, untrue in any material respect or 
you provide us with false or misleading material at any time;

	 (q)	� we must do so in order to comply with any law, regulation or 
direction from a relevant authority or court;

	 (r)	� for any reason this Agreement becomes unenforceable or 
void;

	 (s)	� on a material change relevant to you occurs which, in the 
opinion of the Bank, is prejudicial to the Bank’s interest; or

	 (t)	� it becomes unlawful for you to continue to have a Card.
	� Where your Agreement is ended or a Card is cancelled, blocked 

or suspended in any of the above circumstances, we will 
endeavour to give you advance notice of such action unless 
we are prevented from doing so by law or it would not be 
practicable to do so. If such is the case, we will inform you as 
soon as possible after. 

	� For the avoidance of doubt, if you are not a Micro-Enterprise, 
we may be allowed by law to exclude you from the notice 
requirements set out in the Payment Services Directive. 

75.	� Once the Agreement is ended or a Card is cancelled, for any 
reason:

	 a)	� you must cut all physical Cards in two (through the signature 
box, magnetic strip and chip) and delete or deregister all 
related Digital Cards; and 

	 b)	� you should cancel any Transaction (whether or not it is 
a recurring Transaction) due to be made to or from the 
Account (for example, to utility or insurance companies) 
otherwise you will remain liable for any amount owing.

76.	� We may be required to publish the suspension or cancellation of 
any Card.

77. 	� If a notification under Conditions 40 to 42 is made to us, or if 
the Agreement is ended we may request a Merchant or other 
person to retain any physical Card or cancel any physical Card 
by cutting it in two and returning it to us. You must still delete or 
deregister all related Digital Cards.

78. 	� In accordance with this section, if this Agreement is ended the 
Principal Cardholder will be liable to pay in full the Outstanding 
Balance on the Account on the date the Agreement is ended 
as well as all outstanding Transactions, fees, charges, all stamp 
duties and government levies, if not included in the Outstanding 
Balance at the time the Agreement is ended. In addition, you 
may also be subject to fees and charges under the Third Party 
Agreements. You are solely responsible for the payment of these 
fees and charges. 
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	� The terms of this Agreement will remain in full force until all 
money owed to us is paid. 

79.	� In order to ensure the timely cancellation of Additional Cards 
issued on the Account, the Principal Cardholder must notify 
us at the same time as an Additional Cardholder leaves the 
employment of the Principal Cardholder or becomes no 
longer entitled to hold a Card under the Account. The Principal 
Cardholder should cut the physical Card in two (through 
the signature box, magnetic strip and Chip) and then return 
it to us and ensure all related Digital Cards are deleted and 
deregistered. Our contact details are set out in the ‘Contacting 
us’ section of these Conditions. 

80.	� On the death, legal disability or dissolution of the Principal 
Cardholder, the Outstanding Balance on the Account will 
become a liability of the estate of the Principal Cardholder and 
all physical Cards must be cut in two (through the signature 
box, magnetic strip and Chip). Any related Digital Cards must be 
deleted or deregistered. 

Relationship between Principal Cardholder and us
81.	� The relationship between the Principal Cardholder (and 

where applicable the Individual Liability Cardholder) and us is, 
respectively, that of debtor and creditor, i.e. all sums that are 
owed on the Account constitute a debt owing to us.

Assignment
82.	� We may assign, novate or otherwise transfer all or any of our 

rights, benefits and/or obligations under the Agreement to 
any natural or legal person at any time and without notice to 
you. You shall enter into all documentation specified by us to 
be necessary or desirable to give effect to such assignment, 
novation or transfer at our expense.

General
83.	� The documents and records kept by us or on our behalf, 

whether on paper, microfilm, by electronic recording or 
otherwise, will, in the absence of manifest error, constitute 
conclusive evidence of any facts or events relied upon by us in 
connection with any matter or dealing in relation to the Account.

84.	� We may record or monitor phone calls between you and us 
so that we can check instructions and make sure that we are 
meeting our service standards and to ensure the security of our 
business, and that of our customers and staff.

85.	� We may provide you with, and we may keep a record of, 
documents which form part of this Agreement in either 
electronic or paper form. When you apply for your Card 
through our online banking services if applicable, you agree 
that electronic signatures may be used by us and you to confirm 
acceptance of documents which form part of this Agreement.

86. 	�We will access, process and retain personal information about 
you, your Card and any payment instruction we receive in 
respect of your Card, in order to provide our services. 

Additional Facilities
87.	� We may from time to time make additional facilities or benefits 

available to the Principal Cardholder and Additional Cardholders 
in respect of a particular Card Type which are not specified in 
the Agreement. Such facilities or benefits may be granted in 
respect of a particular Card Type and may not be available to all 
Card Types. We are not obliged to grant or continue any of these 
additional facilities or benefits. Accordingly, any such facility or 
benefit may be varied or withdrawn by us without notice to you.

88.	� We reserve the right for any reason (or on giving reasonable 
notice where possible) to discontinue offering or supporting 
any Digital Card or to stop offering or participating in any Digital 
Wallet services or facilities.

Management Information Reporting
89.	� At the request of the Principal Cardholder, we may arrange for a 

third party provider to issue monthly valued-added tax (“VAT”) 
evidence reports, and other management information reports, 
to the Principal Cardholder detailing Transactions effected with 
the use of an AIB Card. The Principal Cardholder will be required 
to enter into a separate agreement with this third party provider. 
VAT evidence reports may be used for the purposes of making 
VAT returns to the Revenue Commissioners. 

90.	� We are not liable for any direct or indirect loss or damage 
suffered by you as a result of a change in the policy of the 
Revenue Commissioners to accept the VAT evidence reports 
created under the AIB Card programme as supporting evidence 
for VAT purposes as this is beyond our control.

91.	� We are not liable for any direct or indirect loss or damage 
suffered by you as a result of your use of the third party 

provider’s management reporting system or from a failure 
to issue a monthly VAT evidence report or for any errors or 
omissions contained in any such report. It is your responsibility to 
notify us of any changes in the business name and/or business 
address to which the VAT evidence reports should be issued.

Variation of the Agreement
92.	� These Conditions shall continue to apply to your Account unless 

and until altered by us in accordance with Conditions 93 to 96.
93.	� We may amend the terms of the Agreement (including the fees 

and charges) from time to time. Amendments will normally be 
caused by market conditions, changes in the cost of providing 
the service, changes in legal or other requirements affecting 
us, promotional reasons or any other good reasons. Any such 
amendment will be notified to the Principal Cardholder and 
(other than an alteration in the interest rate, the Credit Limit or 
the fees and charges – which will be effective from the date 
specified in the notification) will be effective and binding if, 
thereafter, a Card is used for further Transactions. If the Principal 
Cardholder does not agree with the changes the Agreement 
must be ended by the Principal Cardholder and the Card(s) 
cancelled in accordance with the ‘Ending the Agreement’ 
section of these Conditions.

94.	� Unless we are permitted by law to give you shorter notice, we 
will notify you at least two months in advance of any alteration 
to these Conditions. If you are not a Micro-Enterprise, we may 
be allowed by law to exclude you from the notice requirements 
set out in the Payments Services Directive. 

95.	� Notification of any such amendment (and notifications of 
alterations in the interest rate, the Credit Limit or the fees and 
charges) may be given by any other means available to us at 
the time which is required or permitted by law, such as a notice 
published in a national daily newspaper or displayed in our 
branches, by post, by being enclosed with the Statement, by 
SMS message, push notification or through our online banking 
services, or on our website. 

96.	� On receiving such notification, the Principal Cardholder may 
end the Agreement and cancel the Card(s) in accordance 
with the ‘Ending the Agreement’ section of these Conditions. 
Notwithstanding any such termination, the Principal Cardholder 
shall remain liable for all Transactions, fees, charges, all stamp 
duties and government levies.

Waiver
97.	� If we do not enforce any Condition of this Agreement, or we 

delay in enforcing it, this will not prevent us from enforcing the 
Condition retrospectively at a later date and will not constitute a 
waiver of that Condition. 

Liability
98.	 (i)	� You will have no claim against us and we will have no liability 

to you nor will we be in breach of this Agreement:   
		  (a)1 �for any increased costs or expenses, any loss of 

profit, business, contracts, revenues, anticipated 
savings, opportunities, goodwill or for any indirect, or 
consequential loss or damage; 

		  (b)1 �if you do not comply with (i) this Agreement (ii), any other 
agreement with us or (iii) any Third Party Agreements; 

		  (c)1 �where your loss relates to goods or items or services 
(including their delivery or condition)  paid for by using 
a Card or is due to the inability to use your Card for a 
Transaction or related service. We are not responsible for 
the delivery or condition of any goods or services paid for 
by Card or for any loss or damage in connection with any 
good or services paid for by Card;

		  (d)1 �where your loss is due to any third party refusing to 
accept, or delaying the acceptance of a Card, PIN or 
Security Details (including any loss due to the way such 
refusal or delay is communicated to you); 

		  (e)1 �where your loss is due to our decision not to offer, or to 
withdraw, any service or feature associated with a Card 
or Account or where we cancel, block or suspend your 
Card for any of the reasons set out in this Agreement;

		  (f)1 �where the loss is due to our failure to follow instructions 
from you or a person authorised to act on your behalf, 
which in our reasonable opinion, lead us to suspect any 
fraudulent or improper activity on your part or on the 
part of any third party; 

		  (g)1 �where you have acted fraudulently or with gross 
negligence; 

		  (h)1 �if any of the details you gave us were wrong or 
insufficient; and/or

		  (i)1 �where your loss is due to circumstances outside of our 
control,  which meant we couldn’t follow this Agreement 
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despite our best effort to do so for example, a problem 
with a payment, settlement, clearance or Safeguard 
System, AIB Banking App, labour disputes, act of god, 
contagious disease, fire, act of government or state, 
war, civil commotion, insurrection, embargo, inability to 
communicate with third parties for whatever reason, 
failure or delay in message transmission via mobile 
phone network, prevention or hindrance in obtaining any 
energy supplies or the acts or omissions of our agents, 
contractors or any other third party) or any other reason 
outside of our control or that of our agents or contractors.

		�  We will not be liable to you for any of the above losses or 
damages in any circumstances even if such loss or damage 
was reasonably foreseeable or relates to any action brought 
by a third party;

	 (ii)	� we shall not be liable for any loss or damage suffered by you 
as a result  of the failure of third party providers of additional 
facilities and benefits to perform their duties and obligations; 
and  

	 (iii)	�you shall hold us harmless from any loss or damage suffered 
by any person as a result of your breach of this Agreement.  

99.	� Nothing in this section will stop us being responsible for your 
loss, if: 

	 (a)	� we act fraudulently, with gross negligence or such loss is a 
result of our wilful misconduct; or 

	 (b)	� law or regulation does not allow us to exclude or limit our 
liability.  

	� If you are not a Micro-Enterprise, the only liability we will have 
to you will be as a direct result of our gross negligence or wilful 
misconduct and in that case we still exclude liability for the types 
of losses we have described in the above `Liability’ section. 

No liability for refusal or for goods or services 
100.	�We shall not be liable for any loss or damage you suffer due to 

any person, supplier, Merchant or third party refusing to accept 
or honour, or delaying the acceptance or honouring of any Card, 
PIN, Security Details or any other code allotted to you by us and/
or subsequently chosen by you, or for any loss or damage you 
may suffer directly or indirectly as a result of the way in which 
any such refusal or delay is communicated to you or is otherwise 
published.

101.	�Save to the extent that we are unable under applicable law to 
disclaim such liability, we are not responsible for the delivery or 
condition of any goods and/or services paid for by a Card. We 
accept no liability for any loss or damage suffered in connection 
with any goods and/or services paid for by a Card.

Severance
102.	�If at any time any provision of the Agreement is or becomes 

invalid, illegal or unenforceable in any jurisdiction in any 
respect, the validity, legality and enforceability of the remaining 
provisions thereof shall not in any way be affected or impaired 
thereby.

Governing Law & Jurisdiction
103.	�The Agreement is governed by the laws of Ireland and for our 

benefit you submit to the Irish Courts with respect to any dispute 
out of or in connection with the Agreement.

Copy Agreement and Larger Version 
104.	�A copy of the Agreement which covers this service, and/or a 

copy of these Conditions in a larger print can be obtained by 
contacting us.

	� Our details are set out in the ‘Contacting us’ section of these 
Conditions. 

Language
105.	�These Conditions and all information and communication with 

you will be in English.

Complaints
106.	�If you feel we have not met your expectations in any way, please 

let us know so that we can address the problem as quickly as 
possible. 

	� If you wish to make a complaint, you can do so by visiting our 
website or by writing to your branch and we will look into it. 
If you are still not happy with the conclusion we come to, you 
have the right to take your complaint to the Financial Services 
and Pensions Ombudsman, Lincoln House, Lincoln Place, Dublin 
2. The Ombudsman’s office is independent and looks into, and 
makes a decision on, the complaints of personal and small 
business customers. 

	� If you are a business with an annual turnover of more than €3 
million, you may take your complaint to the Central Bank of 
Ireland, P.O. Box 559, Dublin 1. You’ll find more about the steps 
we take to try and resolve your complaint in our complaints 
brochure, which is available in any of our branches or on our 
website.

	� You may be able to submit a complaint for online resolution to 
the European Commission Online Dispute Resolution platform 
(available at https://ec.europa.eu/consumers/odr/) if you are not 
happy with how we have handled a complaint or if you prefer 
not to deal directly with the Financial Services and Pensions 
Ombudsman. 

Contacting us
107.	�At the date of issue of these Conditions our contact details are as 

set out below. These may change from time to time and up to 
date details can be found on your Statements. 

	 Our address is:
	 AIB Card Issuing, P.O. Box 708, Co Dublin
	� For lost, stolen or misused Cards telephone us, 24 hours a day, 

at: 1800 24 22 27 or (from outside Ireland) 353 1 2695022. If 
you are abroad, you can contact Visa Global Assistance free of 
charge, as that name be updated or change from time to time. 
Please see https://aib.ie/contact-details for their contact details. 

	� For all other queries telephone us at: (01)-6685500 or (from 
outside Ireland) 00 353 1 6685500.

	� If we contact you by SMS Message in accordance with Condition 
47 you may reply to the SMS Message.

108.	�Access to your Account by telephone and online (for example, 
via any message facility available on AIB Internet Banking or 
similar systems) or other electronic means will be in accordance 
with our procedures and the terms and conditions applicable 
from time to time for such access. 

109.	�If you are posting your application to us please place it in an 
envelope addressed as follows: AIB Card Issuing, FREEPOST, 
PO Box 708, Co Dublin. 

Contacting you
110.	�Subject to applicable law we may contact you in person, by 

phone (including SMS), push notification, post, hand delivery, 
by fax, by email, or online (for example, via any message facility 
available on AIB Internet Banking or similar systems) or other 
electronic means. 

	� If we believe that the security of your Account has been 
compromised or fraudulent activity may be occurring on 
your Account we will contact you as soon as possible by SMS 
Message, over the phone or in writing.

	� We will never ask you for your personal banking details (for 
example account numbers, PIN and/or other Security Details) 
by letter or email. If we contact you by phone we may need 
to identify you. We’ll do this by asking for certain information 
known only to you but we we will never ask you to make 
payments from your Account to any other account or ask you for 
your PIN.

	� In order to ensure that we communicate with you securely it 
is very important that you tell us immediately if your name, 
address, telephone number or any other contact details change. 
You should also make sure that arrangements for receiving mail 
at your address are secure.

Data protection
111.	� For information in relation to how we collect personal 

information about you, how we use it and how you can interact 
with us about it, see our data protection notice in branches and 
online. It may change from time to time.
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Data Protection Notice
Allied Irish Banks, p.l.c.

Effective 25th May 2018

We respect your trust in us to use, store and share your information. In 
this notice, we explain how we collect personal information about you, 
how we use it and how you can interact with us about it. 

We try to keep this notice as simple as possible but if you are unfamiliar 
with our terms, or want more detail on any of the information here, 
please see our website’s Frequently Asked Questions at www.aib.ie/
dataprotection. You can also ask for more details at your local branch or 
contact us 0818 303 032.

1.	 Who we are
When we talk about “AIB”, or “us” or “we” in this notice, we are talking 
about Allied Irish Banks, p.l.c. and its subsidiaries, affiliates and their 
respective parent and subsidiary companies (including AIB, EBS and 
Haven). 

We share your information within AIB Group to help us provide our 
services, comply with regulatory and legal requirements, and improve 
our products.  

2.	 Data Protection Officer
Our Data Protection Officer oversees how we collect, use, share and 
protect your information to ensure your rights are fulfilled. You can 
contact our Data Protection Officer at DPO@aib.ie or by writing to them 
at: Data Protection Officer, 2 Burlington Road, Dublin 4, D04 WV00.

3.	 How we collect information about you
We collect personal information from you, for example when you open 
an account; make a deposit; apply for products and services; use your 
credit or debit card; complete transactions; or look for advice. We also 
collect information through our website, apps, social media, discussion 
forums, market research and our CCTV footage. We will sometimes 
record phone conversations and we will always let you know when we 
do this.

We may collect information to identify you through voice, facial or 
fingerprint (biometric data) recognition technology. We always ask for 
your consent to do this.

Our websites use ‘cookie’ technology. A cookie is a little piece of text 
that our server places on your device when you visit any of our websites 
or apps. They help us make the sites work better for you. 

When you apply to us for products and services, and during the time 
you use these, we carry out information searches and verify your 
identity. We do this by sending and receiving information about you to 
and from third parties including credit bodies such as the Central Credit 
Register. We and these credit bodies may keep records of our searches 
whether or not the product or service goes ahead.

4.	 How we keep your information safe 
We protect your information with security measures under the laws that 
apply and we meet international standards. We keep our computers, 
files and buildings secure. 

When you contact us to ask about your information, we may ask you to 
identify yourself. This is to help protect your information. 

5.	 How long we keep your information
To meet our legal and regulatory obligations, we hold your information 
while you are a customer and for a period of time after that. We do not 
hold it for longer than necessary.

6.	 Meeting our legal and regulatory obligations 
To use your information lawfully, we rely on one or more of the 
following legal bases: 
•	 performance of a contract;
•	 legal obligation;
•	� protecting the vital interests of you or others;
•	 public interest;
•	 our legitimate interests; and
•	 your consent.

To meet our regulatory and legal obligations, we collect some of 
your personal information, verify it, keep it up to date through regular 
checks, and delete it once we no longer have to keep it. We may also 
gather information about you from third parties to help us meet our 
obligations. If you do not provide the information we need, or help us 
keep it up to date, we may not be able to provide you with our products 
and services.

7.	 Consent
Sometimes we need your consent to use your personal information. 
With direct marketing for example, we need your consent to make you 
aware of products and services which may be of interest to you. We 
may do this by phone, post, email, text or through other digital media.

You can decide how much direct marketing you want to accept when 
you apply for new products and services. 

If we ever contact you to get your feedback on ways to improve our 
products and services, you have the choice to opt out. 

When we use sensitive personal information about you, such as medical 
or biometric data, we ask for your consent. Before you give your 
consent, we tell you what information we collect and what we use it for. 
You can remove your consent at any time by contacting us.

8.	 How we use your information
We use information about you to:
•	 provide relevant products and services;
•	� identify ways we can improve our products and services;
•	� maintain and monitor your products and services; 
•	 protect both our interests; 
•	� meet our legal and regulatory obligations; and
•	� decide and recommend how our products and services might be 

suitable for you. 

To provide our products and services under the terms and conditions 
we agree between us, we need to collect and use personal information 
about you. If you do not provide this personal information, we may not 
be able to provide you with our products and services.

We analyse the information that we collect on you through your use of 
our products and services and on our social media, apps and websites. 
This helps us understand your financial behaviour, how we interact 
with you and our position in a market place. Examples of how we use 
this information includes helping protect you and others from financial 
crime, offering you products and services and personalising your 
experience.

We may report trends we see to third parties. These trend reports may 
include information about activity on devices, for example mobile 
phones, ATMs and self-service kiosks, or card spend in particular 
regions or industries. When we prepare these reports, we group 
customers’ information and remove any names. We do not share 
information in these reports that can identify you as a customer, such as 
your name, or account details.

We sometimes use technology to help us make decisions automatically. 
For example, when you apply for a loan online. Before we make a 
decision, we automatically score the information you give us, any 
information we already hold about you, and any information we may 
get from other sources.

9.	 Your information and third parties 
Sometimes we share your information with third parties.

For example to:
•	� provide products, services and information;
•	 analyse information;
•	� research your experiences dealing with us;
•	 collect debts;
•	 sell your debts;
•	 sell whole or part of our business; 
•	 prevent financial crime;
•	� help trace, investigate and recover funds on your behalf;
•	 trace information; and
•	 protect both our interests.

We expect these third parties to have the same levels of information 
protection that we have. 

We also have to share information with third parties to meet any 
applicable law, regulation or lawful request. When we believe we have 
been given false or misleading information, or we suspect criminal 
activity we must record this and tell law enforcement agencies, which 
may be either in or outside Ireland.

10.	International transfers of data
We may transfer your personal information outside of the European 
Economic Area (EEA) to help us provide your products and services. We 
expect the same standard of data protection is applied outside of the EEA 
to these transfers and the use of the information, to ensure your rights are 
protected.

11.	Your personal information rights
You will find information about your rights, when they apply and our 
responsibility to you on our website’s Frequently Asked Questions 
section. 

You can exercise your rights by contacting us at 0818 303 032, using our 
social media channels, calling into a branch, or by visiting our website at  
www.aib.ie/dataprotection. 
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We can help you with:

Accessing your personal information: You can ask us for a copy of the 
personal information we hold. You can ask us about how we collect, 
share and use your personal information.

Updating and correcting your personal details. 

Removing consent: You can change your mind wherever you give 
us your consent, such as for direct marketing, or using your sensitive 
information, such as medical or biometric data. 

Restricting and objecting: You may have the right to restrict or object 
to us using your personal information or using automated decision 
making.

Deleting your information (your right to be forgotten). You may ask us to 
delete your personal information.

Moving your information (your right to Portability). Where possible we 
can share a digital copy of your information directly with you or another 
organisation. 

When you contact us to ask about your information, we may ask you to 
identify yourself. This is to help protect your information.

We generally do not charge you when you contact us to ask about your 
information.

12.	Making a complaint
If you have a complaint about the use of your personal information, 
please let a member of staff in your branch (or service outlet) know, 
giving them the opportunity to put things right as quickly as possible. 

If you wish to make a complaint you may do so in person, by telephone, 
in writing and by email. Please be assured that all complaints received 
will be fully investigated. You can register a complaint through our 
contact centre, our branches, our Website, by phone, by email or in 
person at your branch. 

We ask that you supply as much information as possible to help our staff 
resolve your complaint quickly

You can also contact the Data Protection Commission in Ireland at  
www.dataprotection.ie.

13.	Updates to this notice
We will make changes to this notice from time to time, particularly when 
we change how we use your information, and change our technology 
and products. 

You can always find an up-to-date version of this notice on our website 
at www.aib.ie/dataprotection. You will also find a copy on display at 
your local branch or you can ask us for a copy.

This notice was updated as of 4th October 2021.

Customer Copy



AIB/VF1/editable v1 10/23

Chubb Insurance 
Insurance Product Information Document 

Company (Insurer): Chubb European Group SE Ireland branch. 
Chubb European Group SE trading as Chubb, Chubb Bermuda International and Combined Insurance, is authorised by the Autorité de 
contrôle prudentiel et de résolution (ACPR) in France and is regulated by the Central Bank of Ireland for conduct of business rules. 
Registered in Ireland No. 904967 at 5 George's Dock, Dublin 1.  

Chubb European Group SE is an undertaking governed by the provisions of the French insurance code with registration number 450 327 374 
RCS Nanterre and the following registered office: La Tour Carpe Diem, 31 Place des Corolles, Esplanade Nord, 92400 Courbevoie, France. 

Product: AIB Executive Visa Corporate Card & Premier Visa Corporate Card Travel Insurance 

This document provides a summary of the main coverage and exclusions. It is not personalised to your specific individual needs. 
Complete pre-contractual and contractual information about this product is provided in the policy schedule and policy terms and 
conditions (e.g. regarding data protection).  

What is the type of insurance? 
This is travel insurance policy provided on an Annual Multi-Trip basis. It provides cover for emergency medical expenses whilst 
on a trip outside of the Republic of Ireland, cancellation costs, personal property/money losses, and a range of other covers all 
whilst travelling abroad provided 50% of the fare has been charged to your AIB  Executive Visa Corporate Card or AIB Premier 
Visa Corporate Card.

What is insured? What is not insured? 

Are there any restrictions of cover? 

 An excess of €65 applies per person per claim on sections noted aside 
with an asterisk.

 Maximum duration of any one trip is 45 days
 Children traveling independently without an adult.
 Winter sports are limited to 21 days total in the period of insurance.
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The primary value of the cover is for medical emergencies 
when overseas, cancellation of a trip, with a range of 
secondary covers included too.
This policy pays benefits, in accordance with the policy 
wording, in the event that you:

	� need to cancel your trip before it begins due to 
unforeseen serious health conditions affecting you or 
persons travelling with you; or

	� suffer illness or injury whilst abroad; or

	� are delayed en route; or

	� suffer loss or damage to personal property whilst 
abroad

The main sections of the policy and benefit levels are 
listed below, with full details of sub-sections contained 
in the policy document. This policy does cover some 
specific scenarios relating to Coronavirus (Covid-19), such 
as medical and repatriation expenses, some cancellation 
expenses, and certain expenses where trip is extended due 
to needing to quarantine past return departure date.

	� 1) Cancellation & Curtailment* – up to €7,000 (max 
€21,000 per party) (including where you cannot 
depart ROI due to contracting a communicable 
disease or where required to quarantine).

	� 2) Medical Expenses *– up to €5,000,000 (return of 
remains €7,000)

	� 3) Personal Property *- up to €1500
	 o	 Valuables - up to €400
	 o	 Golf equipment – up to €400
	 o	 Mobility aids - €500 Hire –up to €500

	� 4) Money *– up to €250
	 o	 Fraudulent credit card *–up to €500

	� 5) Delayed Baggage – up to €300 after 12 hours delay

	� 6) Travel Delay – up to €225 after 12 hours delay 
(€700 per party).

	� 7) Personal Accident – up to €35,000

	� 8) Hospital Benefit – €200 for each full 24 hours he or 
she spends in hospital abroad up to €2,000 in total.

	� 9) Loss of Passport/ Driving License* –up to €1,500

	� 10) Personal Liability –up to €2,000,000

	� 11) Overseas Legal Advice & Expenses –up to 
€25,000

	� 12) Winter Sports (maximum of 21 days during the 
period of insurance.)

	 o	 Ski Hire – up to €20 per day
	 o	 Lack of Snow –up to €20 per day
	 o	 Unused Ski pass – up to €70 per week
	 o	 Avalanche – up to €100
*Excess applies

	� Any expenses you have because of any country’s government travel 
restrictions, or you decide not to travel.

	� Any expenses incurred as a result of any restrictions or law being 
introduced by a government, governmental body, or travel provider due 
to an actual or suspected Communicable disease (including Covid-19) 
including, without limitation, the closure of borders or airspace, 
lockdowns and other restrictions on the movement of people that 
impact your journey

	� Cancellation and Curtailment where You or Your Travelling Companions 
Covid-19 ‘positive’ test is not carried out and certified in writing as 
specifically relating to You or Your Travelling Companions by a test that is 
recognised by the Republic of Ireland Government, including such a test 
that is carried out by a licensed pharmacy, a licensed laboratory or the 
treating Doctor.

	�  Any medical condition or injury that conflicts with any statements in the 
policy wording (Medical Requirements).

	�  Any trip involving travel to areas the Department of Foreign Affairs 
allocates a security status of ‘Avoid non-essential travel’ or ‘Do not 
travel’.

	�  Cancellation (or curtailment) due to an immediate family member 
or travelling companion becoming ill due to a pre-existing medical 
condition.

	�  Missed Departure
	�  Travelling for medical treatment or if a traveller has a terminal 

prognosis.
	�  Financial failure of tour operator, travel agent or other operator.
	�  Lost or stolen personal property not reported to the police within 24 

hours of discovery.
	�  Valuables carried in checked-in luggage or left unattended.
	�  Dentures, hearing aids, prescription glasses, sunglasses, prescription 

sunglasses contact or corneal lenses.
	�  Aerial pursuits, competitive winter sports, hazardous activities listed in 

the policy wording.
	�  Air travel unless as a fare paying passenger in a fixed wing aircraft which 

is provided by a licensed airline or air charter company.
	�  Travel delays where the length of the delay does not exceed 12 hours.
	�  Any trips involving travel to Cuba.
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Where am I covered? 

 Europe (including Russia (west of the Urals), Turkey, Morocco and Tunisia.
 Worldwide Including USA, Canada and the Caribbean but excluding Cuba.

 What are my obligations? 

At the start of your policy 

 For cover to be in force a minimum of 50% of the fare has been charged to the AIB Executive Visa Corporate Card or AIB Premier Visa
Corporate Card.

 All persons to be insured must be permanent resident in Ireland for a minimum of 90 days per calendar year.



During the period of insurance 

 Contact us if you or anyone else insured under the policy have a change in health after you have taken out this insurance.
 You must supply at your own expense any information, evidence and receipts we reasonably require including medical certificates

signed by a doctor, police reports and other reports following loss or injury
 You must take reasonable care to protect against loss, damage, accident, injury or illness.
In the event of a claim

 You must report any items that are lost or stolen to the police within 24 hours of discovery and provide us with a written report.
 You must notify us as soon as practicable in the event of a claim, and as follows:

o Medical Expenses and/or repatriation claims – call Chubb Assistance on +353 (0) 1 440 2792

o All other claims – call 1800 719 420 or email us at travel@ie.sedgwick.com

When and how do I pay? 

  This travel policy is included as part of the annual card fee. 

When does the cover start and end? 

 Policy commences when card is activated, and cover is activated when a minimum of 50% of the fare for your trip is charged to the 
AIB Executive Visa Corporate Card or AIB Premier Visa Corporate Card. The policy is for period of 1 calendar year and is 
automatically renewed each year unless instructed by you to cancel the Card.

How do I cancel the contract?  

These benefits are included with your AIB Executive Visa Corporate Card or AIB Premier Visa Corporate Card.; the benefits cannot be 
cancelled separately. If you cancel the card, the cover will end and all benefits will stop. 
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Visa Corporate and Business Cards 
Additional Cardholder Form

2
How to complete the form

1

For Branch Use Only		

NAPS number 	 	 Total Business Credit Limit Approved	  

Branch NSC	

Authorised branch sign off (confirming that this application has been completed in accordance with the mandate)

Staff name

Staff number	

Signature 1

Signing number	

1. Schedule of Cardholders		
Please complete this section in. Please read the Terms and Conditions before filling in each section.

Business Details

Business name:

AIB Company Number: 
(on your statement) 0

Company IBAN: 

I/We hereby apply to you to grant me a Visa Corporate and/or AIB Visa Business Card (the “Card”) as an Additional 
Cardholder on the Card Account of the Principal Cardholder named above in accordance with the Terms and Conditions 
overleaf.

I/We confirm that the information given herein is true, accurate and complete.

I/We agree that I/We will use the Card solely for business purposes and accordingly I/We do not have the rights of a 
consumer under the Consumer Credit Act, 1995 of Ireland or the European Communities (Unfair Contract Terms in Consumer 
Contracts) Regulations, 1995 of Ireland.

In order to comply with legislation to combat money laundering and terrorist financing, we will furnish you with suitable 
evidence of identity and permanent residence to enable you to make such enquiries as you may deem necessary in 
connection with this application. 

AIB will use the information you have given us to search and to share information with credit bodies such as the Central 
Credit Register to help with applications for credit and for ongoing credit review. The credit bodies will hold this information 
on a database and it may be accessed by other financial institutions.

Bank Copy
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Mark circles by clicking
to indicate selection   

Please complete / type online, print, sign  
and return to your local branch or 
relationship manager 

€

0
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1 Cardholder name (Please include Mr/Mrs/Miss/
Ms/Other – maximum 21 characters)

Date of birth	

Day

/ /

Month Year

	 Mobile number	

Select card type		  If higher please specify, whole numbers only

 Classic	 minimum limit €650 or 	

 Premier	 minimum limit €2000 or	

 Executive 	 minimum limit €4000 or 	

 Purchasing* 	minimum limit €500	 	 Single Transaction Limit**	
			   (multiples of €100, available 
			   on the Purchasing Card only)* Please note that the Purchasing Card is not available on iBB.
**This facility gives you greater control, by limiting the amount that can be spent in one single transaction on the card.

Cardholder signature 

2 Cardholder name (Please include Mr/Mrs/Miss/
Ms/Other – maximum 21 characters)

Date of birth	

Day

/ /

Month Year

	 Mobile number	

Select card type		  If higher please specify, whole numbers only

 Classic	 minimum limit €650 or 	

 Premier	 minimum limit €2000 or	

 Executive 	 minimum limit €4000 or 	

 Purchasing* 	minimum limit €500	 	 Single Transaction Limit**	
			   (multiples of €100, available 
			   on the Purchasing Card only)* Please note that the Purchasing Card is not available on iBB.
**This facility gives you greater control, by limiting the amount that can be spent in one single transaction on the card.

Cardholder signature 

3 Cardholder name (Please include Mr/Mrs/Miss/
Ms/Other – maximum 21 characters)

Date of birth	

Day

/ /

Month Year

	 Mobile number	

Select card type		  If higher please specify, whole numbers only

 Classic	 minimum limit €650 or 	

 Premier	 minimum limit €2000 or	

 Executive 	 minimum limit €4000 or 	

 Purchasing* 	minimum limit €500	 	 Single Transaction Limit**	
			   (multiples of €100, available 
			   on the Purchasing Card only)* Please note that the Purchasing Card is not available on iBB.
**This facility gives you greater control, by limiting the amount that can be spent in one single transaction on the card.

Cardholder signature 

Bank Copy
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€

€

€

€

€

€

€

€

€

€

€

€
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4 Cardholder name (Please include Mr/Mrs/Miss/
Ms/Other – maximum 21 characters)

Date of birth	

Day

/ /

Month Year

	 Mobile number	

Select card type		  If higher please specify, whole numbers only

 Classic	 minimum limit €650 or 	

 Premier	 minimum limit €2000 or	

 Executive 	 minimum limit €4000 or 	

 Purchasing* 	minimum limit €500	 	 Single Transaction Limit**	
			   (multiples of €100, available 
			   on the Purchasing Card only)* Please note that the Purchasing Card is not available on iBB.
**This facility gives you greater control, by limiting the amount that can be spent in one single transaction on the card.

Cardholder signature 

5 Cardholder name (Please include Mr/Mrs/Miss/
Ms/Other – maximum 21 characters)

Date of birth	

Day

/ /

Month Year

	 Mobile number	

Select card type		  If higher please specify, whole numbers only

 Classic	 minimum limit €650 or 	

 Premier	 minimum limit €2000 or	

 Executive 	 minimum limit €4000 or 	

 Purchasing* 	minimum limit €500	 € 	 Single Transaction Limit**	
			   (multiples of €100, available 
			   on the Purchasing Card only)* Please note that the Purchasing Card is not available on iBB.
**This facility gives you greater control, by limiting the amount that can be spent in one single transaction on the card.

Cardholder signature 

Total Business Credit Limit Requested	

Branch Use Only: Current Business Credit Limit	 €

Bank Copy
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€

€

€

€

€
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€

€

€
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2. Confirmation of all Cardholder Facilities Requested		

Please complete this section. Please read the Terms and Conditions before filling in each section.

Data Protection
For information in relation to how we collect personal information about you, how we use it and how you can interact with us 
about it, see our data protection notice in branches and online. It may change from time to time.

To Allied Irish Banks, PLC:

I/We hereby request you to issue a Card to each of the persons named in the attached schedule as an Additional Cardholder on 
my/our Card Account in accordance with the terms and conditions of the AIB Visa Corporate and Business Cards.

Authorised Signatory 1: Authorised signatories must fill in this section as per branch mandate.

Authorised Signatory Name 1

Date		
Day

/ /

Month Year

Signature 1

Authorised Signatory 2 
Authorised Signatory Name 2

Date		
Day

/ /

Month Year

Signature 2

Please return this application to: AIB Card Issuing, PO Box 708, Co. Dublin.

Bank Copy
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